
[image: image30.jpg]



[image: image1.png]/Vx:;zummy
Service





[image: image2.jpg]




ANNUAL VOLUNTEER TRAINING
VA HUDSON VALLEY HEALTH CARE SYSTEM
VOLUNTARY SERVICE

INTRODUCTION
All staff (employees and volunteers) at the VA Hudson Valley Health Care System (HVHCS) needs to be aware of hospital policies and procedures as they relate to their assignment.  The Veterans Hospital Administration (VHA) and HVHCS policies require all volunteers (without compensation employees) receive ongoing annual training.

To update your annual training, please review this Volunteer Training Handbook.  After you review the information, please complete and sign the forms at the end of this handbook and mail it or drop it off in the Voluntary Office.  
Topics Covered:

· VOLUNTARY SERVICE OFFICE

· MISSION, VISION, AND GOALS

· SAFETY INFORMATION

· SECURITY INFORMATION

· COMPUTER SECURITY
· PRIVACY
· INFECTION CONTROL
· HAZARDOUS MATERIALS
· EEO POLICIES & PROCEDURES
· ETHICS
· COMPLIANCE
· PATIENTS RIGHTS AND RESPONSIBILITIES
· CONTACT INFORMATION
Voluntary Service – Contact Information

FDR Campus




Castle Point Campus

Building 14 – Room 8



Building  - Room H-018

Albany Post Road



Route 9D

Montrose, NY 10548



Castle Point, NY 12511

(914) 737-4400 ext 3713/3714/3715
(845) 831-2000 ext. 5135/5375
STAFF:

Yvette Rodriguez
, Voluntary Service Program Manager (Both Campuses)
Castle Point Campus:

Ray Rodgers, Voluntary Service Specialist 
Elizabeth Iglesias, Voluntary Service Program Assistant

Montrose Campus:
Elizabeth Schaffer, Voluntary Service Specialist

Deborah Lane, Voluntary Service Program Assistant 

THE VA HUDSON VALLEY HCS
MISSION

To honor America’s veterans by providing exceptional health care that improves their health and well-being.

VISION

To be patient-centered, integrated health care organization for veterans providing excellent health care, research, and education; an organization where people choose to work; an active community partner; and a back up for national emergencies.

CORE VALUES

Commitment, Compassion, Excellence, Respect, Trust

SAFETY INFORMATION

Safety is everyone’s responsibility!

To report unsafe conditions, notify the Safety Officer: Chief, Engineering Service at   x2064 (FDR) or x5461 (CP).

Accident Procedure: If you are injured on the job, follow these instructions:

· Report your injury to your supervisor.

· Complete VA Form 2162, “Report of Accident.”

· Your supervisor will send you to Employee Health with Form 5-3138b, “Report of Employee Emergency Treatment.”  You must then return to your supervisor with the completed form.

· You may not leave station without your supervisor’s authorization. 

Fire Safety: To contact the Fire Department for emergencies ONLY, call x2222 (FDR) or x5212 (CP)

In case of fire  follow R A C E !                               

· R - Rescue First, rescue any people who may be in immediate danger.

· A - Alarm Then sound the alarm.

· C- Confine Contain the fire by closing all possible doors and windows.

· E - Extinguish Extinguish the fire only if practical to do so.

Alarms can be found at:

Pull Stations – activate these by pulling on the bar – they are located at Castle Point and in the administrative areas at Montrose.
Key Stations – activate these with the GM-1 key – they are located only at Montrose.  All employees who report for duty at Montrose Campus must keep a  GM-1 key on their person
Once you have sounded the alarm, if you must leave the area, move to the next horizontal smoke compartment. Make sure you know where the exits and smoke compartments are in your area.
. 
Types of Fire Extinguishers: A label is affixed to every fire extinguisher to identify the type fire for which it can be used:

· Type A  - water, used for paper or wood                            
· Type B  - CO2, used for electric or flammable liquids

· Type ABC – dry chemical, used for any fire

How to Use Fire Extinguishers: P A S S
· Pull the pin...

· Aim at the bottom of the fire...  
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· Squeeze the trigger...

· Sweep from side to side

Location of Fire: The location of a fire can be determined by

· Looking at the annunciator panels at Montrose located in all buildings except Building 15
· Listening to the patterns of tones or bells at Castle Point and Building 15 at Montrose

If you cannot determine whether the fire is in your zone, leave the building.  If the fire is not in your zone, remain, but be ready to leave. Please refer to the Emergency Preparedness Manual for further details.

Disaster Plan: A loud blast will sound if there is a disaster.  Return to your duty station and your supervisor will tell you what to do at that time.  There is an Emergency Preparedness Plan located in every workstation.

Medical & Behavioral Emergencies: For medical emergencies on both campuses, dial 5555 to call Code 99 and give the exact Location. If you witness uncontrolled or violent behavior, dial 5555 to call Code 66.  The Code 66 Team is trained to respond to behavioral emergencies.

Violence in the Workplace:  There is an increasing concern about the prevalence of violence in the workplace.  It is important for us all to recognize our own stresses and the effect that they have on others.  It is also important to identify particular situations or behaviors that make us feel anxious, offended, or angry. To protect yourself:

· Be aware of your surroundings.

· Have your keys ready when leaving work and approaching your car.

· Stay in well lit areas.

· Get help when dealing with violent patients.

SECURITY INFORMATION

[image: image3.wmf]Identification Badges: all employees, volunteers and students must visibly wear ID badges at all times while they are on duty.
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Vehicle Registration and Traffic Rules: All staff must register their vehicles at the Police Station located at Montrose Campus, Building 15, and at Castle Point Campus, Building  8. A parking decal will be issued and properly displayed.  All are expected to obey the posted traffic and parking rules. 
Missing or stolen property:
If you discover that a government or personally owned item is missing or stolen report the loss to your supervisor and then report it to the Police for investigation.

[image: image23.wmf][image: image24.wmf]Contraband: Drugs, alcohol and weapons are considered as contraband. It is illegal to bring contraband on any campus of the VA Hudson Valley Health Care System. If you see any contraband, you must report it!

Information Security
 All patient information is private and confidential. 

· Do not discuss patient-related issues in public areas where you may be overheard. 

· No information about any patient will be released without their consent.  A copy of Patients Rights and Responsibilities are included in this manual and posted throughout the HVHCS.  

· Discard patient-related paper printouts that you no longer need in the blue-colored Sensitive Material bins placed throughout the facility
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· You are not permitted to view data on anyone unless your need is job-related. Viewing data on the computer about you or a friend is not allowed.  If you want information about your own record, you must fill out a form to request it.
· All employee records are “tagged” sensitive.  Calling up or looking at your own record is a Privacy Act violation. You are NEVER authorized to enter data into your own record.

Computer Security
· Computers may only be used for official VA business.

· E-Mail is to be used for official business only. The sending of jokes, inappropriate and offensive material, or personal items is strictly forbidden. Abuse of this will result in disciplinary action.

· Keep food and drink away from the computer.

· Do not post passwords on equipment or any visible area in your office.
· Do not use someone else’s access codes and passwords.
· When you want to exit from your computer, Log off – do not time out.  Remember: Anything done under your password is charged to you.

· Change your Verify Code regularly.  DHCP/VISTA will prompt you to change it every 90 days.  Microsoft NT does not do this yet, so you must change your NT password at the same time that you change your DHCP/VISTA code.

· Do not orient your computer display screen so that patients can see it.
· Report suspicious activity immediately.

· Do not abuse government resources.
Telephones:  Government telephones are to be used for official business only.  All personal calls should be made from pay phones. You may receive a PIN (personal identification number) for calls outside the campuses area code. The sharing of PIN numbers is forbidden. You may be held financially responsible for unofficial use of government phones.
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Computers /Telephone Problems:

· If you have a computer problem, notify G.TROUBLE in VISTA email.

· If you have a telephone problem, notify G.TELEPHONE in VISTA email.

PRIVACY          PRIVACY                PRIVACY
All trainees, students, contractor, volunteers and non-employees must take the privacy training within 30 days of being hired and then annually. There are several modalities of privacy training. Please contact your supervisor, COTR, or Privacy Officer, Joan Tubbs for assistance. 

· Do use curtains, cubicles, offices, or other private areas when possible to safeguard discussions.

· Do speak in a low voice when discussing patient health information in public areas.

· Don't discuss patient issues with friends, co-workers, or others who do not have a need to know.

· Don’t discuss patient health information in elevators, cafeterias, or other public areas where information cannot be safeguarded
· Do fax PHI (personal health information) only when necessary to provide information in reasonable time.

· Do verify that fax numbers are correct.

· Do make certain that faxes containing PHI are not sent to public areas.

· Do include confidentiality statement on cover sheet in event of error.

· Don’t let received faxes with PHI sit in machines in public areas.  

· Don’t fax PHI unless you are certain someone is there to receive the fax.

· Do use VistA within VHA to send and receive Protected Health Information (PHI)

· Don’t send PHI through Outlook unless it is de-identified or secured in some manner, such as encryption (PKI).
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All employees must conduct themselves in accordance with the rules of conduct concerning the disclosure or use of information.

Failure to comply with the privacy policy could lead to significant civil and criminal penalties and or disciplinary action.
	Infection Control
	Infection Control
What does Infection Control mean to an employee?  Infection Control in its simplest definition is the methods by which the spread of infection within the health care system can be prevented.  Infection Control is an activity that prevents germs from moving from one individual to another by bodily contact, air, equipment and many other vehicles of transmission. The control of infection is the responsibility of everyone.
Standard precautions are used in the handling of any potentially infectious waste. At our facility, all infectious waste is disposed of in RED bags. Do not touch any Red bags or any item that is labeled with the “Bio Hazard” symbol.

	Standard Infection Control Precautions
	Standard (Universal) Precautions are a key part of infection control.  Standard (Universal) Precautions means treating ALL blood and body fluids as if they were infected with blood borne pathogens (HIV or Hepatitis).  Standard (Universal) Precautions help prevent infection through the use of protective barriers such as gloves, gowns, masks and eye protection.


· If you are not sure whether Standard (Universal) Precautions apply to a particular task, ask your supervisor!  In general… If you need to be in contact with something WET and it is not YOURS, wear gloves!

· Always perform hand hygiene before and after contact with patients, before and after wearing gloves, after touching contaminated surfaces, after bathroom use, and before eating. Keep yourself and our patients safe! 

· Rooms marked with a Precaution sign should not be entered without checking with the nursing staff for special instructions.  See Policy 11IC-02HV Standard Precautions: Transmission Based Isolation Precautions for more information.

· Standard precautions are used in the handling of any potentially infectious waste.  At our facility, all infectious waste is disposed of in RED bags.  Do not touch any Red bags or any item that is labeled with the “Bio Hazard” symbol.

The Infection Control Nurse is available to answer any questions or concerns you may have, and can be reached at ext. 2291 at Montrose and ext. 5335 at Castle Point.


Infection Control
	Hand Hygiene
	Simple hand hygiene has been proven to be the single most effective way to prevent the spread of germs and infection in health care.  Policy 11IC-06HV Hand Hygiene provides additional information.

You must perform hand hygiene:
· Before entering and before leaving any patient room

· Before taking a break, eating, drinking or handling food

· After coughing or sneezing and using the restroom

· After handling garbage

· Before and after every patient contact or visit

· Before wearing and after removing gloves



	Hand Hygiene Procedure
	You may wash your hands with soap and water or use alcohol-based hand rub if available. 

Wash with soap, water and friction to remove contamination from the hands. The procedure is simple. 
To properly wash your hands:

· Using soap and water, rub hands together for 15 to 20 seconds. 

· [image: image26.wmf] Rinse hands well and thoroughly dry them.

· Use paper towel to turn off faucet. 
To use the waterless alcohol hand rub:

· Apply thumbnail size amount of rub to palm of hand. 

· Rub hands together until DRY.
In addition, if you perform direct patient care, or work in other specified as outlined in the Hand Hygiene Policy 11IC-06, nails must be natural and short.




	Tactics to Reduce Risk
	The five tactics to reduce your risk of exposure to blood-borne pathogens are found in Policy 11IC-04HV Exposure Control Plan and summarized below:
 

· Engineering controls – physical or mechanical systems used to eliminate hazards at the source (e.g., self-sheathing needles)

·  Personal protective equipment – equipment or clothing that protects you from contact with infectious materials (e.g., gloves, masks, etc.)

·  Work practice controls – procedures you must follow to reduce your exposure to blood-borne pathogens (e.g., hand hygiene)

·  Housekeeping – protects every healthcare worker (e.g., a contaminated sharp carelessly discarded in bedding can cause an injury to housekeeping or laundry personnel)

·  Hepatitis B vaccination – a vaccine series that is 85% effective at protecting you from getting the disease
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	Personal Protective Equipment (PPE)
	Personal Protective Equipment (PPE) is equipment that protects you from contact with potentially infectious material.  Examples of such equipment are:

       Gloves

        Gowns, aprons, lab coats

        Masks, respirators

        Face shields, protective eyewear

        Resuscitation bags or other ventilation devices

 

Under normal work conditions, protective equipment must not allow infectious material to contact your work clothes, undergarments, skin or mucous membranes.  The type of protective equipment you select depends on the type of exposure you anticipate.




	Injuries or Exposures
	Take the following steps to manage sharps injuries or mucous membrane exposure:

 

· First Aid – clean the wound flush mucous membranes with water.

· Report the incident immediately to your supervisor.

· Report immediately to Occupational Health (formerly called Employee Health) or to the MOD (Medical Officer of the Day) on duty.

· If the source of the injury (a patient or a sharp) is known, supply that information to the medical provider.

Refer to Policy 11IC-14HV Post Exposure Prophylaxis for Health Care Workers Exposed to Blood Borne Pathogens for more information.



	Additional Infection Control Advice
	Keep up to date on vaccinations, including yearly Influenza Vaccine. 

If you have a cold, flu or another infection you should not appear for work in areas where patients may be.  Stay home and get well.  We want you back well and healthy, and we do not want you to possibly spread infection to others.
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Hazardous Materials
	Hazardous Materials


[image: image9]
	Material Safety Data Sheets (MSDSs) can be found in yellow binders throughout the facility.  These documents contain all pertinent information related to a chemical, including PPE requirements, health and physical hazards, flammability, storage requirements, etc. You should become familiar with the MSDSs for the products you use.  If you purchase chemicals, you are required to obtain a copy of the MSDS from the vendor, and provide a copy to the Industrial Hygienist (Policy 138-02HV Hazard Communications).



	Labeling of Hazardous Materials
	Unlabeled containers are not permitted.  Labels must include the name of the product, the manufacturer, and its health and physical hazards (Policy 138-02HV Hazard Communications).  
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The label must use words or symbols to tell you:

· The name of the chemical

· The name and address of the company that made or imported the chemical

· The physical hazards (Will it explode or catch fire? Is it reactive?  Is it radioactive?)

· The health hazards (Is it toxic?  Could it cause cancer?  Is it an irritant?)

· Other information that may be on the label (e.g., protective clothing, equipment, and procedures that are recommended when working with the chemical).

· Any important storing or handling instructions.


	Hazardous Materials Spills
	Although all hazardous materials at our facility are carefully contained, a rare spill accident may occur.  Hazardous spills may consist of mercury, blood, body fluids, medications, chemicals, detergents and chemotherapy agents.

[image: image27.wmf]If you encounter a situation where you suspect hazardous materials are present and may pose a danger to patients, volunteers or staff, alert staff to call Engineering and assist in removing patients from the area.  Please note that if a thermometer or blood pressure machine becomes broken and the mercury spills, please do not touch; Contact the Fire Department or your supervisor immediately.

If you have been properly trained, you may clean up the spill.  If you have not been trained, keep others away from the area and call the Fire Department (Policy 138-02HV Hazard Communications).



	GEMS
	The Green Environmental Management System (GEMS) is the way the VA will continually improve environmental protection and compliance at our facilities. All facility operations and staff actions have an impact on the environment.  If you do any of the following, your job impacts the environment: 

· Use paper, computers, batteries   

· Use lights and bathrooms

· Make business related purchases

· Operate a government car

· Create regular trash or medical waste

· Use cleaners, aerosol cans or other chemicals
GEMS creates a framework so the following is better managed: 

· Natural resources like water and energy are conserved

· Materials like paper, batteries, scrap metal are recycled

· Recycled materials are purchased and used in the facility

· Less toxic cleaners or chemicals are substituted when necessary
The overall goal of GEMS is to improve and ensure compliance with environmental regulations.  It is expected that money will be saved through cost avoidance and direct savings.  GEMS is the way the VA is going green!


	Equipment Safety
	Throughout the facility there are many pieces of equipment. Do not use any piece of equipment unless your supervisor trains you. Also, please do not bring any personal electric equipment for yourself unless your supervisor at the VA has approved it (Policy 138-40HV Medical Equipment Management Program).

The rules regarding equipment are designed to protect you, employees and patients. All equipment in this facility is periodically inspected by Engineering Service and deemed safe with a sticker on the back of it or immediately removed from the area if deemed unsafe.






EEO Program

	EEO Policy Statement 
	It is the policy of this hospital to provide equal opportunity in employment for all employees and applicants for employment regardless of race, color, religion, sex, age, national origin, disability, sexual orientation, or status as a parent and to maintain a work environment that is free of any form of unlawful discrimination, including all forms of workplace harassment (both sexual and non-sexual). All employees will have the freedom to compete on a fair and level playing field with equal opportunity for competition and will be provided prompt, fair, and impartial review and adjudication of complaints involving issues of employment discrimination.  Equal opportunity covers all personnel/employment programs, management practices, and decisions including, but not limited to, recruitment/hiring, merit promotion, transfer, reassignments, training and career development, benefits, and separations   Discrimination against employees based on protected genetic information, or on information about a request for or the receipt of, genetic services is prohibited.  No individual on the basis of race, sex, color, national origin, disability, religion, age, sexual orientation, or status as a parent, shall be excluded from participation in, be denied the benefits of, or be subjected to discrimination in a Federally conducted education and training program or activity.  Any Federally-conducted programs or activities operated with VA funds will comply with established Limited English Proficiency (LEP) guidance.  

This hospital will promote a positive, continuing affirmative program designed to eradicate barriers to employment and to achieve a representative work force, with special emphasis on minorities, women, handicapped individuals and disabled veterans.  Reprisal against one who engages in protected activity will not be tolerated, and this facility supports the rights of all employees to exercise their rights under the civil rights statutes.  

As Director of this facility, I have stressed the importance of remaining mindful of our EEO responsibilities to our supervisors and managers.  Not only has this responsibility been incorporated into our performance appraisal system, but is reemphasized through administrative staff meetings and supervisory training programs. 

	VA Hudson Valley’s EEO Program
	Our EEO Program provides equal employment opportunities to all facility employees and applicants for employment and to promote a positive ongoing Equal Employment Program, which permits an individual's potential to be fully realized with regard to such actions as appointment, promotions, reassignments, training and development.  It prohibits discrimination in employment because of race, color, religion, sex (including sexual harassment), national or ethnic origin, age (over 40 years), disability, or reprisal for prior EEO activities or sexual orientation.  It provides information regarding the Office or Resolution Management (ORM) EEO discrimination complaints process.  Our program now provides an Alternative Dispute Resolution (ADR) program in an attempt to have participants settle their dispute through assisted negotiations.

VA Hudson Valley HCS’ EEO Program Manager can be reached at extension 4242 at the Montrose campus or at extension 5552 at the Castle Point campus.

	Office of Resolution Management ORM
	The Office of Resolution Management Equal Employment Opportunity Discrimination Complaints Process was established to investigate Department of Veterans Affairs’ discrimination complaints.  ORM provides timely and high quality Equal Employment Opportunity (EEO) complaint processing services within the Department of Veterans Affairs that include confidential counseling, mediation, investigation, and procedural acceptability determination. 


	EEO Complaints
	An employee, former employee or applicant for employment may file a formal EEO complaint if he or she believes that discrimination occurred on the basis of race, color, religion, sex, national origin, age (over 40), disability, reprisal for prior EEO activities, or sexual orientation.


	Reasonable Accommo-

dation 
	 The VA Hudson Valley HCS is committed to providing reasonable accommodations to qualified employees and applicants for employment with disabilities of physical and/or mental limitations that substantially limits one or more major life activities under the Rehabilitation Act of 1973. 


	Processing    Stages
	If you believe you have been discriminated against, the four stages in the process are described below.

	Stage 1:
 Informal Stage
	An individual who believes that he or she has been discriminated against (i.e., the “aggrieved”) must initiate contact with an EEO Counselor within 45 days of the date of the matter alleged to be discriminatory, or in the case of personnel action, within 45 days of the effective date of the action. 
An aggrieved may seek EEO counseling by either calling 1-888-RES-EEO1 (1-888-737-3361), or visiting the local ORM Field Office (visit the website http://vaww.va.gov/orm/ for locations). 
 The phone number for the hearing impaired is   
 1-888-626-9008-TDD.

An EEO Counselor will advise the aggrieved that he or she must elect to have their dispute(s) informally resolved through the agency’s Alternative Dispute Resolution (ADR) procedure where the agency agrees to offer ADR or pursue resolution through the EEO complaint process. 

If the EEO complaint process is elected, the EEO Counselor will make necessary inquiries into the matter to facilitate an informal resolution between the parties.  The EEO Counselor is required to complete counseling with the aggrieved within 30 calendar days of the initial contact.  When counseling is completed, the EEO Counselor will issue a Notice of Rights to file a Discrimination Complaint to the aggrieved individual.
If ADR is elected, the pre-complaint processing period shall be ninety (90) calendar days.  If the matter is not resolved within a 90-calendar day period or ADR continues beyond the 90-calendar day period, the EEO counselor will issue a Notice of Right to File a Discrimination Complaint on the 90th day.  ORM encourages use of ADR throughout the EEO complaint process.


	Stage
	Description



	Stage 2: 
Formal 
Complaint Stage
	A formal complaint must be submitted in writing, preferably on VA Form 4939, signed by the complainant, submitted to the local ORM Field Office within 15 calendar days of receipt of the Notice to File a Discrimination Complaint.  The ORM Field Office will determine if the complaint is acceptable for processing. 



	Stage 3: 
Investigative Stage
	If a complaint is accepted for investigation, an EEO investigator will be assigned to the case.  The investigator is authorized to take statements from witnesses under oath and gather pertinent documents and records.  The investigator will assemble the file and prepare a report, which summarizes the evidence gathered.

	Stage 4:
Advisement of Rights
	When the investigation is completed, the complainant will be provided a copy of the investigative file and advised of his or her right to request an Equal Employment Opportunity Commission (EEOC) hearing or a final agency decision rendered the Office of Employment Discrimination Complaint Adjudication (OEDCA).



	Disciplinary Actions
	Under the existing laws, VA retains the right, where appropriate, to discipline a Federal employee who has engaged in discriminatory or retaliatory conduct, up to and including removal.  If OSC has initiated an investigation under 5 U.S.C. 1214; however, VA must seek approval from the Special Counsel to discipline employees (5 U.S. C. 1214(f) for, among other activities, engaging in prohibited retaliation.  Nothing in the No FEAR Act alters existing laws or permits VA to take unfounded disciplinary action against a Federal employee or to violate the procedural rights of a Federal employee who has been accused of discrimination.


	Additional Information
	For further information regarding the No FEAR Act Regulations, refer to 5 CFR 724, as well as the appropriate offices within VA (e.g., EEO, Human Resources, Union or Regional Counsel Office).   Additional information regarding Federal antidiscrimination, whistleblower protection and retaliation laws can be found at http://vaww.vhaco.va.gov/eeo, http://vaww.va.gov/orm, http://vaww1.va.gov/ohrm, www.eeoc.gov and www.osc.gov.

	Religious Accommo-

Dations
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	VA Hudson Valley supports employees sincerely held religious beliefs and practices.  Therefore, it will reasonably accommodate religious beliefs and practices of individuals unless doing so would impose an undue hardship to the agency as per Title VII of the Civil Rights Act of 1964.
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	Sexual Harassment Policy
	The Department of Veterans Affairs’ policy is to maintain a work environment free of sexual harassment.  
Sexual harassment is unacceptable conduct in the workplace and will not be tolerated.

	Definition of Sexual Harassment
	Sexual harassment is defined as unwelcome sexual advances, requests for sexual favors, and other verbal or physical conduct of a sexual nature constitute sexual harassment when:

· Submission to such conduct is made either explicitly or implicitly a term or condition of an individual’s employment;

· Submission to or rejection of such conduct is used as the basis for employment decisions affecting that individual; 

· Such conduct has the purpose or effect of unreasonably interfering with an individual’s work performance or creating an intimidating, hostile, or offensive working environment.

	Two Kinds of Sexual Harassment
	Sexual harassment is classified into two categories: Tangible Employment Action (formerly Quid Pro Quo) and Hostile Environment Sexual Harassment.

· Tangible employment action sexual harassment occurs when sexual favors are sought in return for job security, benefits or opportunities.  It may also include rewarding an employee in return for sexual favors, such as giving cash awards, higher ratings, or promotions.
· Hostile work environment sexual harassment occurs when sexual comments or conduct unreasonably interfere with an individual’s work performance or creates an intimidating, hostile or offensive work environment.



	Examples of Sexual Harassment

	The table below depicts a number of examples of situations that could indicate that you may be a victim of sexual harassment.

	You may be a victim of sexual harassment if:



	Your co-worker or supervisor asks you out on a date.  Although you refused, the co-worker or supervisor continued to ask.



	Your co-worker starts each day with a sexual remark or a dirty joke.  Your co-worker insists these are innocent comments but you find them objectionable.


	It seems that you cannot go in and out of the work area without being touched.

	When you come to work, your co-worker(s) constantly eye(s) you up and down in a suggestive manner, which makes you feel very uncomfortable.

	When you come to work, you receive notes or letters from a co-worker.  Although your co-worker insists that they are only innocent love notes, the sexual nature of the notes offends you.

	Your manager or supervisor told you it would be good for your career if you went out with him or her.

	Your manager or supervisor asks you out and implies that it would be good for your career if you went out with him or her.


	You may be a victim of sexual harassment if:

In the place where you work, there are nude pictures, or partially dressed models displayed and the pictures offend you.

	Your co-worker gives you suggestive looks or makes gestures of a sexual nature.

	You recently had an affair with your manager or supervisor.  Today you told your manager or supervisor you wanted to break off your sexual relationship.  Now, your manager or supervisor says you may not receive your within-grade increase.

	Your co-worker asked you to have sex with him or her.  You refuse.  You have now found out that your co-worker is spreading rumors and gossip about you.

	When you are at work, your co-worker and supervisor refer to you as sweetheart, honey, babe or sweet-thing.  Although you requested that they refer to you by your name, they ignored your request.

	Your co-worker has made many attempts to kiss on the lips or cheek.  Although you have resisted these advances, your co-worker has continued this conduct towards you.


	You may be a victim of sexual harassment if:

While at work, your co-worker frequently massages your shoulders, grabs your waist, and places an arm around you.

	It seems that your co-worker cannot walk near you without having to brush up against you.

	Your co-worker blows kisses at you while passing you in the hall.  Although you ignored this behavior, your co-worker has continued to do this.

	When you are at work, your co-worker asks you when you are going to spend some time with him/her and suggests that you need a drink after work to relax.


	
	Actions to take if you are a harassment victim:


	Tell the harasser that the behavior is unwanted, unwelcome, and unsolicited.

	Keep a record of any instances of harassment such as dates, places, times, comments, your response, and witnesses.  Also keep a record of follow-up actions.

	Ask co-workers if they observed the behavior or are aware of similar behavior.

	Tell your manager or supervisor about the incident.  If the harasser is your supervisor, inform a higher-level supervisor.

	You may report such behavior to the VA Hudson Valley Equal Employment Opportunity (EEO) Manager (914) 737-4400 ext. 2617 or (845) 831-2000 ext. 5552.

	You may also report such behavior to an Equal Employment Opportunity (EEO) Counselor in the Office of Resolution Management (ORM) at 1-800-736-3361.

	You may also report such behavior to a union representative the Office of Inspector General or the Office of Civil Rights for the Veterans Health Administration (VHA).

	You may seek counseling with VA Hudson Valley Employee Assistance Program.



	If you want to file a formal complaint of harassment and preserve your legal rights under the EEO process, you must contact an EEO Counselor in ORM within 45 days of the occurrence of the conduct believed to be unlawful harassment  800-736-3361.


ETHICS

VA HVHCS holds itself, its employees, students, volunteers etc. to the highest of ethical standards.  The following is a précis of the standards we all must adhere to.  It is very important to read the following.  If you have any questions, you may contact our 
Compliance Officer: Susan Sherwin-Albert

VA Hudson Valley Health Care System
 PO. Box 100 
Albany Post Road 
Montrose, NY    10548
914-737-4400 Ext. 2852 
845-831-2000  Ext. 5579
Fax:  845-838-5243
Summary of The Standards of Ethical Conduct of Employees of the Executive Branch

The Standards of Ethical Conduct of Employees of the Executive Branch apply to all federal departments under the Executive Branch including the Department of Veterans Affairs.  This summary is meant to provide an overview of the Standards of Ethical Conduct of Employees of the Executive Branch for all employees.  The complete Standards can be found on the VISN 3 webpage at http://vaww.visn3.med.va.gov/visn3compliance.asp.  They are located under "VA Compliance Resources" on that Web page.  The subparts cited in this summary are located in the complete Standards.

1. Public Service is a public trust, requiring employees/volunteers to place loyalty to the Constitution, the laws and ethical principles above private gain. 
2. Employees/volunteers shall not hold financial interests that conflict with the conscientious performance of duty. 
3. Employees/volunteers shall not engage in financial transactions using non-public Government information or allow the improper use of such information to further any private interest. 
4. An employee/volunteer shall not solicit or accept any gift or other item of monetary value from any person or entity seeking official action from, doing business with, or conducting activities regulated by the employee’s agency, or whose interests may be substantially affected by the performance or non-performance of the employee’s duties.  
5. Employees/volulnteers shall put forth an honest effort in the performance of their duties. 
6. Employees/volunteers shall not knowingly make unauthorized commitments of promises of any kind purporting to bind the government.   

7. Employees/volunteers shall not use public office for private gain.   

8. Employees/volunteers shall act impartially and not give preferential treatment to any private organization or individual. 
9. Employees/volunteers shall protect and conserve Federal Property and shall not use it for other than authorized purposes. 
10. Employees/volunteers shall not engage in outside employment or activities, including seeking or negotiating for employment, that conflict with official Government duties and responsibilities. 
11. Employees/volunteers shall disclose waste, fraud, abuse and corruption to appropriate authorities.   

12. Employees/volunteers shall satisfy in good faith their obligations as citizens, including all just financial obligations, especially those such as Federal, State or local taxes that are imposed by law. 
13. Employees/volunteers shall adhere to all laws and regulations that provide equal opportunity for all Americans, regardless of race, color, religion, sex, national origin, age or handicap.  

14. Employees/volunteers shall endeavor to avoid creating the appearance that they are violating the law or the ethical standards set forth in this part. Whether particular circumstances create an appearance that the law or these standards have been violated shall be determined from the perspective of a reasonable person with knowledge of the relevant facts. 
Compliance is defined as "an ongoing effort to adhere to federal, state & Healthcare System regulations.  It is designed to detect, prevent & correct violations of law or medical center policy & minimize organizational risk." Compliance is about doing the right thing.
  
What Must I Report?
At HVHCS, you are obligated to promptly report conduct that you believe is illegal, unethical or abusive.  You will not be penalized for raising a concern or issue when you do so in good faith.  Potential issues or areas of concern include, but are not limited to:
· Vendor and Supplier Relationships
· Operational, Business, and Financial Integrity
· Soliciting, Receiving, Providing, or Offering Illegal Compensation
· Conflicts of Interest, Duty of Loyalty, and Duty of Care
· False Statements, Claims, and Representations
· Research and Scientific Integrity
· Coding ad Billing Practices
· Confidentiality of Medical Information
How Do I Report A Compliance Issue?
If you become aware of conduct that you believe is reportable under the Compliance and Business Integrity Program, or if you have a question regarding any past, present, or future conduct, several resources are available to you:
· Communicate with an immediate supervisor or manager 

· Contact a higher-level manager in your service or within the healthcare system 

· Contact the HVHCS Compliance and Business Integrity Officer, Susan Sherwin-Albert at x2852 or 5579 

· Contact the VHA National CBI Helpline at 1-866-842-4357 (You may remain anonymous when reporting a compliance issue and non-retaliation rule is honored.) 

PATIENT RIGHTS AND RESPONSIBILITIES

Veterans Health Administration (VHA) employees will respect and support your rights as a patient. We are pleased you have selected us to provide your health care. We plan to make your visit or stay as pleasant for you as possible. Your basic rights and responsibilities are outlined in this document. Please talk with VA treatment team members or a patient advocate if you have any questions or would like more information about your rights. 

I. Respect and Nondiscrimination

You will be treated with dignity, compassion and respect as an individual. Your privacy will be protected. You will receive care in a safe environment. We will seek to honor your personal and religious values. 

You or someone you choose have the right to keep and spend your own money. You have the right to receive an accounting of VA held funds.

Treatment will respect your personal freedoms. In rare cases, the use of medication and physical restraints may be used if all other efforts to keep you or others free from harm have not worked.

As an inpatient or long-term care resident, you may wear your own clothes and keep personal items. This depends on your medical condition.

As an inpatient or long-term care resident, you have the right to social interaction, and regular exercise. You will have the opportunity for religious worship and spiritual support. You may decide whether or not to participate in these activities. You may decide whether or not to perform tasks in or for the Medical Center. 

As an inpatient or long-term care resident, you have the right to communicate freely and privately. You may have or refuse visitors. You will have access to public telephones. You may participate in civic rights.

As a long-term care resident, you can organize and take part in resident groups in the facility. Your family also can meet with the families of other residents.

In order to provide a safe treatment environment for all patients and staff you are asked to respect other patients and staff and to follow the facility’s rules. Avoid unsafe acts that place others at risk for accidents or injuries. Please immediately report any condition you believe to be unsafe.

II.   
Information Disclosure and Confidentiality 

You will be given information about the health benefits that you can receive. The information will be provided in a way you can understand. 

You will receive information about the costs of your care, if any, before you are treated. You are responsible for paying for your portion of the costs associated with your care.

Your medical record will be kept confidential. Information about you will not be released without your consent unless authorized by law (i.e., State public health reporting). You have the right to information in your medical record and may request a copy of your records. This will be provided except in rare situations where your VA physician feels the information will be harmful to you. In that situation, you have the right to have this discussed with you by your VA provider.

You will be informed of all outcomes of care, including any injuries caused by your medical care. 

You will be informed about how to request compensation for injuries. 

III. Participation in Treatment Decisions

You, and any persons you choose, will be involved in all decisions about your care. You will be given information you can understand about the benefits and risks of treatment. You will be given other options. You can agree to or refuse treatment. Refusing treatment will not affect your rights to future care but you have the responsibility to understand the possible results to your health. If you believe you cannot follow the treatment plan you have a responsibility to notify the treatment team. 

As an inpatient or long-term care resident, you will be provided any transportation necessary for your treatment plan.

You will be given, in writing, the name and professional title of the provider in charge of your care. As a partner in the healthcare process, you have the right to be involved in choosing your provider. You will be educated about your role and responsibilities as a patient. This includes your participation in decision-making and care at the end of life. 

Tell your provider about your current condition, medicines (including over the counter and herbals) and medical history. Also, share any other information that affects your health. You should ask questions when you don’t understand something about your care. This will help in providing you the best care possible. 

You have the right to have your pain assessed and to receive treatment to manage your pain. You and your treatment team will develop a pain management plan 

together. You are expected to help the treatment team by telling them if you have pain and if the treatment is working. 

You have the right to choose whether or not you will participate in any research project. Any research will be clearly identified. Potential risks of the research will be identified and there will be no pressure on you to participate. You will be included in resolving any ethical issues about your care. You may consult with the Medical Center’s Ethics Committee and/or other staff knowledgeable about health care ethics. 

If you or the Medical Center believes that you have been neglected, abused or exploited, you will receive help. 

IV. Complaints 

You are encouraged and expected to seek help from your treatment team and/or a patient advocate if you have problems.
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IMPORTANT CONTACT INFORMATION

VAHVHCS Address and Phone Numbers

VA Hudson Valley Health Care System
PO Box 100
Montrose, New York 10548

FDR Campus
 

914-737-4400
Route 9A
Montrose, New York 10548

Castle Point Campus 

845-831-2000
Route 9D
Castle Point, New York 12511

Emergency Numbers

Fire Emergency

Castle Point Campus 
5212

Montrose
2222

Medical Emergency


           Dial 5555 and state Code 99 and location


Behavioral Code


           Dial 5555 and state Code 66 and location

Police Service


          Castle Point 



   5533


           Montrose



   2459


Safety Hot Line


           Castle Point



  7233


           Montrose



  7233


Infection Control

       
          Castle Point



 5335


          Montrose




 2291

Condensed VHA Privacy Policy Training for Certain Volunteers 

Eligibility: This training may be used ONLY for those volunteers who have little or no contact with patients and do not have access to paper or electronic patient records.


Background and Purpose

The Veterans Health Administration (VHA) is committed to protecting the privacy and confidentiality of patient information.  Since it is the responsibility of the entire VHA workforce to protect patient information, all (VHA) employees, including volunteers, medical residents, students, and contractors are required to complete Privacy policy training, even if you may not have direct patient contact responsibilities. The purpose of this Condensed training is to provide the participants with the required knowledge of the VHA Privacy Policies.    This training must be completed by June 30, 2007.

As a VA Volunteer, What Do I Need to Do to Complete This Training?
Volunteers simply need to read this information and then complete the form provided: Statement of Completion for VHA Volunteers.  A more detailed print-out on VHA Privacy Policies is available from the VA Learning Catalog, if you would like additional information.  Please print your name, date the form, fill in the last four digits of your Social Security Number, indicate the training option you completed, and then return the form to your local Voluntary Service Office.

VHA Privacy Policy
VHA has established policies and procedures that grant the veteran certain rights regarding his/her health information and provide guidance on the use and disclosure of Protected Health Information.  

Protected Health Information (PHI) consists of the following:

· Individually Identifiable Information (i.e. Social Security number, health information, etc.)

· Demographic Information (i.e. address, phone, age, gender, etc.)


· This information can be in any form (verbal, written, electronic)

The Privacy Act, HIPAA Privacy Rule, and VHA Privacy Policy provide the veteran with the right to:

· Receive a copy of the VA Notice of Privacy Practices  

· Receive a copy of his/her own protected health information

· Request an amendment to his/her personal records

· Request a listing of disclosures of health information from his/her personal records

· Request and receive communications confidentially

· Request a restriction on the use or disclosure of his/her health information.

VHA also has established policies and procedures providing guidance on how PHI may be used within VHA and disclosed to organizations outside of VHA.  

VHA workforce members including volunteers may use PHI only when the information is needed to perform their official VHA duties for the purpose of treatment, payment, and health care operations.  Use of PHI for any other purpose requires the written permission of the patient.  

VHA may disclose PHI only if prior written permission from the patient has been obtained or other legal authority permits the disclosure.  

As a volunteer, you are required to keep all PHI that you may discover in the course of your assigned volunteer duties strictly confidential.  Here are some requirements:

· No talking in public areas about Protected Health Information as listed above

· Keep PHI out of public areas  (i.e. elevators, stairways, open areas, etc.)

· Secure any records you may be working with before walking away

· No discussing with anyone, inside or outside the hospital, any PHI you may learn while carrying out your assigned duties as a volunteer.

Possible Outcomes for Not Complying with VHA Privacy Policy
Unlawful release of Protected Health Information could result in: 

· Organization-specific sanctions (i.e. lawsuits, not receiving accreditation)

· Filing of a complaint by a victim of a Privacy Policy violation 

· Civil and criminal penalties for VHA Privacy Policy violators

· Fines up to $50,000 and/or imprisonment

Summary
All volunteers must be responsible for safeguarding Protected Health Information (PHI). As a volunteer in our hospital, you have a responsibility to keep all patient information, learned in the course of your duties, confidential and secure.  Do not discuss any PHI discovered in the course of your assignment with anyone.  Remember that you would want your personal information and health records treated in the same confidential, professional manner.

As a volunteer, take pride and ownership in the fact that your organization is concerned about privacy and recognizes its importance in providing quality healthcare.

----------------------------------------------------------------------------------------------------------------------------
If a local facility is distributing this training, the following information may be provided to Volunteers:


Hospital Privacy Officer
Celeste Ortiz is our Facility Privacy Officer, and their phone number is 914-737-4400 ext 2634
Volunteers with any questions should first contact the Voluntary Service Office (914-737-4400 ext 3714, FDR or 845-831-2000 ext 5135), as we can most likely provide any additional information you need to know.

A more detailed print-out can be provided from the VA Learning Catalog if you need additional information on VHA Privacy Policy Training.

Statement of Completion

for VHA Volunteers

VHA Privacy Policy Training Record

I hereby state that I have received training on VHA Privacy Policies. 


Please (1) print your name on the first line, (2) fill in the date, (3) fill in the last four digits of your Social Security Number, (4) check the training option you completed, and (5) return the form to Voluntary Service.
_________________________                                          _______________

         Print Your Name Here




   Date

_________________________            
Condensed training        
___X___

 Last four digits of SS#


PowerPoint, Full Version
______



PowerPoint, Highlights     
______

Course number 03.MN.AS.HIP.A




       

  

Please return this form to your local Voluntary Service Office as soon as possible.

Thank you.
"Cyber Security Awareness"
"Cyber Security Awareness" is the knowledge that VA employees, contractors, and volunteers utilize to protect VA computer systems and data. It is more than policies, procedures, rules, and regulations. Cyber Security Awareness refers to the personal responsibility each of us assumes for ensuring:

· the confidentiality, integrity, and appropriate availability of veterans' private data, 

· timely and uninterrupted flow of information throughout the VA enterprise, and 

· VA information systems are protected from the potential of fraud, waste and abuse. 

Please be aware of any activity that might violate and/or compromise the security of VA information systems.

It is important to know that we are all responsible for information security. 

Confidentiality









In VA, confidentiality is a must. Perhaps you have wondered what this means and what you need to do about it. Confidentiality is the condition in which VA's information is available to only those people who need it to do their jobs.

Breaches in confidentiality can occur if you walk away from your computer without logging off or when paper documents are not adequately controlled. They sometimes occur when you are accidentally given access to too much computer information. Put another way, breaches can occur when someone has access to information that they do not need to do their jobs. Conversations about veteran's cases in public places such as elevators and hallways can be a breach of confidentiality.

VA's computers are designed to protect confidentiality, but remember that there are things you can do, and things you should not do, to protect confidentiality.

Computer Disposal and Confidentiality





Getting rid of old computer equipment? Be careful! We in VA often look for ways to assist the community; it's one of the best things about us.

Not long ago, some VA computers containing patient data and other information were inadvertently released into the community. This created an unacceptable and very serious breach of confidentiality. Imagine seeing your own personal information on a used VA computer that was donated to a school! While it is usually the responsibility of Information Technology (IT) staff to ensure the complete erasure of data before disposal of equipment, there are things you can do to help.

· When possible, store your data on network drives instead of your desktop computer. 

· If you notice computers being excessed without full data erasure, let your ISO know. 

· Know that the "delete" command cannot remove all traces of data from your computer. 

To address the problem of removing all data from computers prior to disposal, VA's Office of Cyber and Information Security has purchased a special software tool called On Track Data Eraser. This tool prepares computers for proper disposal by "overwriting" the data on a hard drive several times. This process obliterates and makes the data irretrievable in any form. Every VA facility has received this tool for the IT staff to use. Working together, we will ensure that this never happens again!

Privacy










As Americans, we have fundamental expectations for privacy. The right to privacy is even built into our Bill of Rights as a basic human dignity afforded citizens. 

Privacy has a special legal meaning for government agencies. The Privacy Act requires that we as government employees take special care when we provide information to anyone about our veteran employees and other customers. Providing personal information to anyone, including veterans themselves, must be done only by persons authorized to do so. The same applies to requesting and receiving information about ourselves as employees and/or as veterans. Care must also be taken to assure that recipients of information are authorized to receive that information. As VA employees, we must follow legal procedures for disclosing and receiving information. These procedures ensure that information is distributed in a responsible manner and that VA accounts for the transaction. 

Information Privacy, Security, and the VA Mission

Part of the VA mission is to ensure America’s veterans receive medical care and benefits with dignity and compassion. To accomplish this, VA gathers all kinds of information from and about its beneficiaries. Much of it is related to health care, military service, finances, education, and other personal information. Lest we forget, something as simple as a veteran’s home address and phone number is privileged information. The Privacy Act requires that we as government employees follow proper procedures when we provide information to anyone about veterans and others. If you handle health care information in your job at VA, you need to know about HIPAA. HIPAA grants rights to individuals and imposes obligations on organizations. For more information on Privacy and HIPAA you can go to the Privacy Awareness course or contact your local Privacy Officer.

Through established policies and procedures, VA has developed measures to protect the privacy and confidentiality of veterans and employees. Policies and procedures are only as good as the individuals who implement and follow them. Your informed knowledge and professional experience is the best defense against unauthorized use and disclosure of information.

Requests for information from the public, media (newspapers, or radio and television stations), and others must be handled in a manner that protects the privacy of veterans, their families, and confidential corporate information. Such requests must be referred to the appropriate official at your facility.




Statement of Commitment and Understanding

As an employee of the Department of Veterans Affairs (VA), I am committed to safeguarding the personal information that veterans and their families have entrusted to the Department. I am also committed to safeguarding the personal information which VA employees and applicants have provided.

To ensure that I understand my obligations and responsibilities in handling the personal information of veterans and their families, I have completed both the annual General Privacy Awareness Training (or VHA Privacy Training, as applicable) and the annual VA Cyber Security Training. I know that I should contact my local Privacy Officer, Freedom of Information Act Officer, Information Security Officer, or Regional or General Counsel representative when I am unsure whether or how I may gather or create, maintain, use, disclose or dispose of information about veterans and their families, and VA employees and applicants.

I further understand that if I fail to comply with applicable confidentiality statutes and regulations, I may be subject to civil and criminal penalties, including fines and imprisonment. I recognize that VA may also impose administrative sanctions, up to and including removal, for violation of applicable confidentiality and security statutes, regulations and policies.

I certify that I have completed the training outlined above and am committed to safeguarding personal information about veterans and their families, and VA employees and applicants.

______________________________________         _________________________

 Print or type employee name                                                 Employee Signature

_____________________________________        ___________________________

Position Title






 Date

Frequently Asked Questions

What is the purpose of this Statement of Commitment and Understanding?

As you have seen in recent extensive media coverage, personal, potentially

sensitive information on over 26 million veterans and some family members

was stolen from a VA employee when his home was burglarized.

Veterans entrust VA employees with extensive medical, financial, and other

personal data, and rely on the integrity of our staff and of our security

procedures to protect that information, and to ensure that VA properly

protects their personal information. The confidence in the safety of their

private data has been seriously damaged by the recent data breach. It is

important that we demonstrate to America's veterans that we understand our

responsibilities to them, and that we are re-dedicating ourselves to this effort.

We cannot accomplish our mission of providing services to our veterans if we

do not have their complete confidence that we will use their information

properly to provide them with the services and benefits they have earned.

Does signing this statement impose any new obligations on me beyond

those which already apply?
No. The Statement does not impose any new obligations on employees, or

subject them to any new penalties. All VA employees must already comply

with the Privacy Act and other confidentiality requirements. These statutes

and regulations make employees subject to possible fines or imprisonment for

improperly using or disclosing information. Signing the Statement does not

change or increase the employee's responsibilities or liabilities.

The Statement is an effort to demonstrate to America's veterans that we take

our obligation seriously to treat their personal information carefully. Although

it is helpful to state what we do as a Department as a matter of policy, we

believe it will be more effective if each of us, as employees who actually

deliver the services and benefits to veterans, sign the Statement essentially

confirming that:

· We already are required to be trained on our responsibilities for protecting

· veterans information;

· We already are subject to the penalties contained in the Laws governing

· Privacy; and

· We are committed to maintaining the confidentiality of their personal data.

I do not have routine or regular access to veteran's data in my job. Do I

still have to sign the Statement?

Even employees who do not have routine or regular access to veteran data

may hear confidential information. A veteran may tell you something about

his or her medical condition or claim, or you may be assisting a veteran who

tells someone else about his or her medical condition. You may find

information which was lost or misplaced. You are responsible for ensuring

the confidentiality of veteran information in any of these or similar situations.

So, as noted above, it is important that veterans can rely on the fact that

EVERY VA employee understands the sensitivity of veterans' personal

information, and that each employee is committed to protecting it within the

scope of his or her personal responsibility.

In the Statement of Commitment and Understanding, I must certify 1 have

taken the General Privacy Act Training. I have not taken that course, but

have viewed the video entitled "Privacy: It's Everyone's Business." Does

that satisfy the requirement?

VA has developed several training vehicles to help employees understand

the regulations and statutes governing the use and disclosure of veterans'

personal data. Our objective is to protect employees from any of the

penalties contained in the applicable confidentiality statutes and regulations,

as well as to ensure veterans', employees' and applicants' data is not

compromised. Accordingly, completion of any of the following training

modules will satisfy the requirement:

· General Privacy Awareness Training (online course)

· VHA Privacy Course (online course)

· VHA Provider Privacy Training (video)

· Privacy: It's Everyone's Business (video)

I do not have access to a computer at work. How do I complete the VA

Cyber-Security Training?
The VA Cyber Security Awareness Training may be taken by hard copy.

Contact your facility Information Security Officer (ISO) or Privacy Officer to

obtain a copy,

You may also take this training by video.

The Statement of Commitment and Understanding states that I may obtain

additional information from the local Privacy Officer or a number of other

individuals--how can 1 find out who these employees are at my workplace?

Your immediate supervisor can help you identify the local Privacy Officer and

other individuals responsible for implementing or enforcing confidentiality

laws and regulations. Senior Management at Regional Offices, Medical

Centers and Clinics and National Cemeteries are being directed to put the

names, locations and phone numbers for these individuals at local sites. Our

goal is to make it easy for employees to contact knowledgeable staff and

obtain assistance quickly when they have questions concerning sensitive

data or information. We want to avoid placing employees at risk, and we want

to help them safeguard sensitive data.

I find the penalties outlined in The Statement of Commitment and

Understanding to be intimidating. Do I have to sign the document?
Yes. ALL employees are required to sign the form, as part of the

Department's effort to regain the trust of our veterans. Signing this form is a

condition of continued employment.

It is important to note that all employees are already covered by the

applicable confidentiality statutes and regulations and are subject to the

penalties contained in those laws. An employee cannot avoid liability under

the laws and regulations by not signing the Statement.

If employees are already covered by the responsibilities penalties

contained in the confidentiality statutes and regulations, and have been

required to take both The General Privacy Awareness and Cyber Security

Awareness Training for the past several years, why do we have to sign the

Statement?
As you can see from the question itself, the only new requirement in the

Statement is that each employee affirms that he or she is committed to

protecting sensitive data from improper use or disclosure. We feel this is a

powerful statement for VA to make to our veterans in light of recent events.

We believe that VA employees will be proud to declare their commitment to

protect the personal information entrusted to VA. We appreciate your

cooperation and support in making this Statement of Commitment and

Understanding to the nation's veterans.

Off ice of Human Resources and Administration

June 2006
Volunteer Mandatory Training Information Receipt

By signing below, I acknowledge that:

1. I have received the Volunteer Mandatory Training Handbook.

2. I have read the materials in the handbook.

3. I have had an opportunity to ask questions.

4. I agree to comply with the standards that have been described in the manual.

______________________                

Printed Name






______________________                ________________

Signature





Date

______________________                ________________

VA Supervisor




Date
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